Diploma Thesis

SUBJECT: Trusted Infrastructures for Identities

Background and Goal: Trusted Computing (TC) as defined by the Trusted Computing Group is usually seen as a protection technology centred on single devices or protection of media (DRM). But this upcoming technology has many facets which applied information security can benefit from. Seen as a platform-neutral security infrastructure, TC offers ways to establish trust between entities that are otherwise separated by technical boundaries, e.g., different access technologies and access control structures. Commercial applications of TC in this respect abound in particular in the mobile sector.

Not surprisingly, some concepts and methods of TC are rather similar to Identity management (IDM) and federation. The thesis shall explore this relationship, in particular it shall

- Thoroughly assess the TC methods of remote attestation and direct anonymous attestation from the viewpoint of IDM,
- Compare existing IDM technology (Kerberos, RADIUS, SAML, etc.) with related TC functionality, and
- Develop a concept to combine (at least one of) the existing IDM technologies with TC in a way which enables new applications and/or foundation of new trust relations.

Core concepts of TC-based IDM shall be implemented in the form of a demonstrator. Preferably, the application context shall be that of a state-of-the-art Web application.

Prerequisites: Good knowledge of identity management concepts. Knowledge in cryptography. Fluent in Java and knowledge of contemporary Web-application technology. May have heard of trusted computing. English writing skills.

Start: Immediately